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Introduction: The Role of the Crime Analyst in Policing

       In this series of four position papers, the role of the crime analyst in policing is examined, with an emphasis on the importance of crime analysis at the local law enforcement level. The first position paper, “The Crime Analyst as Knowledge Worker,” emphasizes how the role of the crime analyst will change policing for the better by providing the knowledge that only skilled human beings can create through analytical processes. The second position paper, “Crime Analysis as Action Research: Defining Methodologies,” discusses the challenge of making the field of crime analysis a profession with specific standards and procedures. The position argues that the role of the crime analyst is primarily that of action researcher, but with real life limitations and a demand for practical applications of information.

     The third position paper, “Crime Analysis and Intelligence Analysis: Merging Identities,” examines the importance of defining the role of the crime analyst as the field evolves and will explain how and why crime and intelligence analysis will merge into one field. The fourth position paper, “Crime Analysis as Policy,” promotes the concept of crime analysis as policy for local law enforcement, and discusses the ramifications and challenges involved in implementing true crime analysis in police agencies. This project concludes with a summary argument that advocates the development of the role of the crime analyst in law enforcement, with an emphasis on benefits at the local level.

     Before examining the role of the crime analyst in policing, it is important to clearly articulate the benefits of analyzing crime.   Some of the reasons the systematic analysis of crime makes sense at the local law enforcement level are clear. Others are less apparent. Understanding the benefits of analyzing crime can help police managers justify the allocation of resources needed to develop a crime analysis function in their departments. Understanding the possibilities of analyzing crime using a scientific methodology can help criminal justice educators develop meaningful curricula that include the study and practice of crime analysis. Most importantly, crime analysts need definite explanations to answer the question: why analyze crime?

     The following article, illustrating a crime analysis “success,” appeared in London’s Sunday Telegraph on November 12, 2000, page 5.

Dome gem raid was forecast by Yard's analyst

By Andrew Alderson, Chief Reporter

A YOUNG crime analyst was responsible for foiling the daring attempt last week to steal the £350 million De Beers diamonds from the Millennium Dome, The Telegraph can reveal. Contrary to reports and speculation last week, the robbery was not thwarted by a tip-off to police but as the result of months of analysis by a civilian working in front of his office computer. The man, who is in his mid-twenties and has worked for Scotland Yard for almost seven years, is expected to receive a cash bonus of several thousand pounds and a commendation from Sir John Stevens, the Metropolitan Police Commissioner.

The man cannot be identified for security reasons. One Yard official said: "He was brilliant, one of the unsung heroes of modern police work." Unlike either plain-clothes detectives or uniformed officers, analysts do not carry out inquiries or leave the office. Instead, they study data obtained by a variety of open and covert sources and try to

draw conclusions.  The background to the police effort - codenamed Operation Magician – was disclosed to The Telegraph yesterday by a senior Scotland Yard officer. The analyst - who works for SO11, the Yard's intelligence branch - worked with detectives for five months after July when he identified a possible link between an unsuccessful attempt by a gang to rob a Securicor van in Aylesford, Kent, to a similar failed raid on a Securicor van in Nine Elms, south-west London, in February.

The official said: "The analyst identified a group of individuals he believed was likely to be involved in crime. He put together a pattern of criminal contacts. He had piles and piles of maps on the walls, with information including the fact that individuals had been seen together." The analyst's assessment prompted senior Yard personnel to select a team

of intelligence officers from the Flying Squad and Kent police to work with him.

It is understood that telephone calls and meetings between suspects were bugged and monitored. The diamond collection in the Money Zone of the Dome, which includes the 203-carat Millennium Star and 11 other rare blue diamonds, was identified as the target several weeks ago. As a result, De Beers swapped the jewels for copies.

On Tuesday, the day the operation was foiled, senior detectives rewarded the analyst by allowing him to be present at the Dome in Greenwich, south-east London, to witness the fruits of his work.  Eight men arrested on Tuesday in connection with the incident at the

Dome were charged the next day with attempted robbery.

     The above article illustrates a “glamorous” crime analysis success story. Many less glamorous successes are occurring and will occur as crime analysis grows as a profession. An elderly woman who is saved from being victimized by a serial purse-snatcher, because a crime analyst identifies the series and suspect so that police could apprehend the culprit, may not be as newsworthy, but it surely is important.

Making Practical Use of Information

      The information products that result from good analysis are as different from raw data as a table is from a plank of wood. Organizations that want to make sense of the modern day exponential growth in information, coupled with the increasing unpredictability of events, must implement crime analysis in their agencies (Sparrow, 1993).

     Problems are defined and progress is evaluated by attention to the information that is gleaned from raw data. The kinds of data stored or not stored will influence the identification of issues (Sparrow, 1993). Without state-of-the-art information systems, law enforcement agencies will continue to drown in a sea of information that is, for the most part, not interpretable because of sheer volume. Inability to access meaningful relationships and patterns within data because of failure to invest in technology is an all too common problem. The consequences are significant to the community--less understanding of crime problems result in a higher chance of repeat victimization and the continuation of chronic crime patterns.

     Research literature has little to say about the means officers use to obtain information, the nature of information available to them, the demand officers make for information, and what sort of information officers find useful (Moriarty et al., 1998). The overwhelmingly positive response by officers to the information provided by competent crime analysis units indicates that those out in the field enforcing our laws value the tool of processed information. A good crime analyst will find out what officers want and look for the information that will help officers combat crime. Insight into the true nature of crime problems can help officers stay as safe as possible in the potentially high-risk situations which they face daily.

Maximizing the Use of Limited Local Law Enforcement Resources

     Suppose there is a neighborhood that is chronically plagued by burglaries. The precinct officers know there is a problem, because they respond to the calls. The command staff may know about the problem--maybe they are using pin maps to keep track of the locations. Let us say there are an average of 20 burglaries per month in a specific area of ten blocks. Every time there is a burglary call, a car crew is deployed. Each call averages one hour from dispatch to close. 

      Assume that that this has been a chronic pattern for two years. That would come out to 480 man-hours spent by car crews on this burglary pattern per officer in a two-person car crew. If the officers were paid twenty dollars an hour, the cost of their time would be $19,200--and that does not count any other costs involved, such as time taken away from other responsibilities. In this police department, there is no crime analysis, except for that done by individual officers. Individual police officers know of the problem, but there is no formal mechanism in place for them to communicate and understand the extent of the problem. Police managers have a number of problems to address and have not noticed the scope of this problem. The citizens of this neighborhood are affected by this chronic burglary activity with higher home insurance costs and homeowner flight to the suburbs.

     We might suppose that, if there had been a crime analysis department in this agency working on tracking burglaries the pattern would be noticed fairly early, within the first weeks at least, within the first months at most. The crime analyst reads every burglary report and notes which ones might be related--maybe 60% of the burglaries in this neighborhood have a similar modus operandi. He or she plots these burglaries on a matrix and significant information comes to light. He or she does a temporal analysis, and discovers that these burglaries occur most often on Tuesday and Wednesday mornings.

      A bulletin is sent to the precinct with any relevant information. Seldom are there suspect descriptions on burglary reports, but the analyst may find three cases with descriptions and include the description information in the bulletin. The bulletin will tell officers what time of day the burglars are most likely to strike. There may be a vehicle description: a witness saw a white four-door sedan leaving the driveway of one of the victims. This information is added to the bulletin.

     The district Captain reads the bulletin and posts it for all patrol to read. He directs patrol officers to cruise around that neighborhood at that time of day on Tuesdays and Wednesdays. He deploys an undercover car to do surveillance. Officers attend a community meeting and instruct neighborhood residents in measures to take to make their homes less likely to be targeted for burglars.

     In two months, as a result of patrol focus on the target area, they catch a burglar who implicates two other individuals as being part of a burglary ring. Arrests are made and burglaries decrease significantly in this neighborhood.

     If, theoretically, with a crime analyst working on burglary analysis, this burglary pattern in this neighborhood ends after four months of activity, we can calculate some cost savings. If we say that 60 % of the burglaries were attributable to the arrested burglars, the two-year cost in patrol officer man-hours is $11,520. Four months of this burglary pattern cost the department $1920 in officer work hours. This early detection of a crime problem represents savings of $9600 dollars. The crime analyst gets paid, of course, but just think of how many patterns of crime can be detected earlier by just one crime analyst, resulting in similar savings. More importantly, the result is reduced crime in a neighborhood, saving the citizens and insurance companies money. The community feels safer, and there can be no price tag on that.

     The fact is that law enforcement agencies have limited resources. Although it would be wonderful to put equal resources into every investigation, to apprehend every criminal, it is not possible to do so (Hall, 1999). Random patrol is not the most effective way to use our limited policing resources; judicious deployment of patrol is more likely if crime is analyzed systematically in a local law enforcement agency (Haley et al., 1998). 

     Using crime analysis tools to link arrested individuals with the crimes that they have possibly committed before can result in getting more criminals off the street. If a defendant is charged with several crimes he committed, he or she is more likely to receive a sentence appropriate to his or her level of criminal activity.  Society benefits in immeasurable ways, since the cost of ongoing crime is the erosion of community well being.

Informing Law Enforcement Officers of Crime in a Timely, Ongoing Manner

     “The fragmentation of police service in the United States is dramatic”  (Modafferi et al., 1999). We have literally thousands of law enforcement agencies that have few formal mechanisms to communicate with one another and many law enforcement agencies that have internal fragmentation of communication. A high number of law enforcement agencies within small geographic areas need to share information but often do not or cannot, because there is no mechanism in place to do so. 

     Having crime analysis units within law enforcement agencies can be of particular help when there is a need to share information about crime trends, patterns, and series across jurisdictional boundaries. The most important asset an organization can have is foreknowledge (Smith, 1998).  If law enforcement agencies do not analyze the information available to them and disseminate that actionable information within their agencies and to the agencies that may be impacted by particular crime problems, foresight is likely to be rare, or next to impossible.

     The growth of crime analysis in local law enforcement helps agencies combat crime that crosses jurisdictional borders. Crime analysts, unlike police officers, are not in competition with one another to clear investigations and make arrests. There is little glory in crime analysis; the crime analyst merely supports law enforcement officers with information and seldom gets credit for the usefulness of the information provided. Because of the absence of competition, crime analysts can share relevant and timely information about crime more willingly and more easily between other agencies and the departments within their organization. Not only are crime analysts able to discover crime problems earlier than traditional police practices allowed, they are also skilled in identifying and communicating effectively with the law enforcement personnel who may be affected by any particular crime problem.

     An effective crime analysis unit is dedicated to providing information that will support tactical operations on a daily basis. Crime analysts support police by creating and analyzing crime maps, by providing information on crime series, patterns, and trends as soon as they are noted, and by linking crimes to suspects for investigators.

 An Objective Means to Access Crime Problems Locally, Regionally, and Globally

     One might argue that a crime analyst within a law enforcement agency may not be objective about crime problems, but objectivity is essential in the analytical function. An awareness that objectivity is affected by personal bias can help the crime analyst avoid operating with a narrow mindset. Processing information to find meaningful facts requires a dedication to the truth. A crime analyst in a law enforcement agency is in an ideal position to facilitate the capture and collection of accurate data by police personnel. He or she has access to the organization from top to bottom. The crime analyst can communicate the importance of quality data to the top police manager and to the patrol officer. By producing good crime analysis products for a police department, the crime analyst can illustrate the benefits of gathering good information to those in the position to provide it.

     Criminal justice researchers everywhere know the difficulty of accessing the type of data found in law enforcement agencies, and the problems associated with the lack of good data. Some data are confidential, and researchers cannot access them because they do not have the “right to know. “ The crime analyst has access to information in a police department that is not available to researchers. Because of this, an agency’s crime analyst, at an unprecedented level of thoroughness, can conduct the scientific process of analyzing crime using inference and data analysis tools.

     The crime analyst position is also very advantageous in sharing information where it will have immediate impact. Tactical crime analysis can, when used as a tool by officers, affect the arrest of criminals and the deterrence of crime. Most researchers do not have the pleasure of seeing the immediate benefits of their research.

     As the researchers of current crime within a local law enforcement agency, crime analysts can communicate with other law enforcement agencies in a timely manner to facilitate the early detection of emerging crime problems locally, regionally, and even globally. (Communication between intelligence analysts about Russian mob activity in the United Sates, Canada, and Russia is one example of the role of analysts in identifying current crime problems across many jurisdictions.) Without first identifying a crime problem, there is no hope of finding a solution to it. Criminals do not respect jurisdictional boundaries and take advantage of the fact it is difficult for law enforcers to detect illegal activities cross-jurisdictionally.

     Having a crime analysis function at the local law enforcement level can also help researchers develop meaningful projects, innovations that are more likely to be applicable in the real world of policing. Crime analysts can bridge the communication gap that often exists between officers on the street and the “ivory tower.”

Proactive Policing

     Information technology and computer mapping software take us into a new age of policing (Haley et al., 1998). The traditional reactive form of policing, which consisted of responding to crimes after they have been committed, is now complemented with proactive styles of policing in progressive police departments. Police departments can now more accurately access the actual levels of threat that particular crime problems present and develop strategies early on to address these situations before they escalate. Police departments employing systematic crime analysis can plan for the future rather than simply react to the present.

    Criminals take advantage of the flaws in our law enforcement agencies--they know before we do when policing strategies do not work. In reactive policing, the criminal always has the upper hand—police activity is always a response to the criminals’ actions. Thus, the criminal determines what work the police will do. Crime analysis offers law enforcement the opportunity to do “smarter” police work (Haley et al., 1998). Early identification of crime problems by crime analysts with improved communication within and between law enforcement agencies increases the likelihood of deterring and preventing crime. This is the mission of proactive policing.  

     Problem-oriented policing, a term from Herman Goldstein’s 1990 book of that name, is a strategy that mandates analysis. SARA, the acronym that sums up the activities involves in problem-oriented policing, stands for scanning, analysis, response, and assessment.  Analysis in problem-oriented policing can be done by the street officer up to the police chief, but this model of policing benefits greatly with the support of skilled crime analysis staff. 

      Problem-oriented policing is proactive in that it calls for the examination of crime problems, real or perceived, and attempts to solve them once and for all, instead of having officers sent out repeatedly to “Band-Aid” ongoing situations. Crime analysis is a core component of this method of policing.

Meeting the Policing Needs of a Changing Society

     A better educated society demands information from its police departments, and departments with effective crime analysis units can better meet the needs of the public they serve. In the last century, citizens have become more and more sophisticated in understanding crime, and no longer expect police to answer all the problems of crime, but they cannot address the crime-related issues within their domains of responsibility without adequate information. Crime analysis information from its source, within a police agency or sheriff’s department, can be most timely and relevant to citizenry.

     Community policing is a response to the public safety concerns of citizens. “Community policing concentrates on solving local problems that place a demand on police services and engages communities in developing their own strategies for peace and order (Johnson, 1999, 5).” The success of community policing depends on the police officer’s capacity to analyze a vast array of data (Goldstein, 1990). With the support of a crime analyst, a police officer is able to use actionable information without having to spend a great deal of his or her time on research. Crime analysts can be a valuable timesaving, cost-cutting resource to community policing efforts. Their expertise can assure that all officers have access to quality crime analysis information. This resource supports the community policing effort by allowing officers who may not possess great analytical skills to take advantage of the expertise of highly skilled individuals who do.

     Law enforcement agencies are now seeking accreditation at state and national levels to show the public that they have met a defined standard of policing. The Commission for Accreditation of Law Enforcement Agencies (CALEA), as well as accreditation departments in states such as Virginia, specifies that agencies of a certain size have a crime analysis policy as part of accreditation criteria. Crime analysis is thus validated as an important tool in policing.

     The value of crime analysis is becoming recognized in other nations. In Germany, all police reports will be entered one time into a national database, available for local police as well as state police. Geo-coding of locations for computer mapping will be centralized, and the data will be available for local, regional, and national analysis. Security levels for appropriate access will be in place (Nath, 1999). The potentials for comprehensive crime and intelligence analysis are enormous in this type of system. The U.S. cannot replicate this endeavor, because of the structure of our law enforcement system, but the effort in Germany is interesting and worthwhile.

     There is now more pressure from the public to operate police departments like businesses with accountability in how resources are spent. The United Kingdom is in the process of developing a “National Intelligence Model ” to examine ways intelligence and analysis can be used more efficiently with business goals in mind (Atkin, 1999). Tax dollars are not unlimited, and law enforcement agencies everywhere are challenged to get the most value out of their funding. Crime analysis proves to make economic sense in the world of policing.

     The development of private security firms is another issue for governmental policing agencies to consider; the need to remain be competitive in an age of increasing privatization of government services is becoming apparent. Using modern technology and the tools of crime analysis can help public law enforcement agencies maintain and improve the current role they have in society. 

     The recent technological advances in global telecommunications challenge every segment of society to become part of a bigger culture that includes the whole world. Crime analysis at the local law enforcement level is a small cog in the workings of a huge machine, but the information it provides can affect the larger world that is becoming more and more connected. Since many criminals have the advantage of high tech tools and are now more easily linked globally through the advances of technology, so, too, must police work strive to catch up with the criminals -  in order to catch them.

     The lifestyles of individuals who work in law enforcement agencies have changed along with society. The beat officer days are gone for the most part - police officers are not necessarily part of the community they serve, especially in the bigger cities. They do not know everybody in the neighborhood. They are not around after their shifts end to maintain a police presence - police eyes and ears, so to speak. Crime analysis might be one way to counteract some of this loss of social capital. Crime analysts may recapture information lost to police departments because of American societal changes.  

      Many law enforcement officers now enjoy the benefits of early retirement, taking with them their knowledge and experience. This fact, along with the opportunities for officers to transfer within their departments, depletes the knowledge base of an agency. A centralized crime analysis function, as a repository of crime information, can partially compensate for negative impact of these changes.

           Another societal change, the breakdown of the traditional nuclear family, also impacts how we, as a nation, may make new demands on our law enforcement system. The perceived sense of security offered by the traditional nuclear family is gone, yet the need for security remains. Society may be more willing to invest in intelligence-led policing, as a means to strengthen law enforcement’s ability to keep communities safe.

Chapter One

The Crime Analyst as a “Knowledge Worker”

     This paper examines the emerging role of the crime analyst as a “knowledge worker” in local law enforcement and the significant impact the crime analyst will have in the future of policing. The role of technology in modern policing, the implications of current and potential technology, and the need for persons trained to examine crime in new ways with the advantages of technology are main factors in the argument for development of the crime analyst as the “knowledge worker” of policing.

      Police departments must operate like businesses in that they are expected to make the most of limited resources with the objective of pleasing their customers. For police, their “customers” are the citizens and the “product” is public safety. Unlike policing, businesses must make a profit to survive. Police agencies may not be as motivated as private industry to maximize use of their resources because of the lack of “profit” motive. However, as citizens become more educated and the demand for improved public safety measures increases, local law enforcement is challenged to find newer and better ways to deliver their services. The role of the crime analyst becomes key to that process.

Technology is Not Information and Information is Not Knowledge

     Local law enforcement is a creator of mass volumes of information daily as new crimes are reported, calls for service logged, arrests made, and citations given. With the development of information technology, local police departments can now access and utilize this wealth of information in innovative ways. Along with the information that comes into police agencies daily, there exists other sources of information, such as parole and probation reports, open source information, and other types of data that can be analyzed to uncover possible correlations to crimes.

    Unfortunately, many police agencies operate under the assumption that the information that results from new technology equals new knowledge. Modern industry has also operated under this false assumption. Technology only helps us to produce information in new forms that are more accessible for analysis, but this improved information productivity does not create knowledge. Only human interpretation can give meaning to information. 

      With this new ability to produce and make use of information comes the imperative to develop the role of persons trained to be information experts. Davenport and Prusek (2000, xxiv) use a special term for this role: “the knowledge worker.” In their book, Working Knowledge, knowledge is defined as follows.

Knowledge is a fluid mix of framed experience, values, contextual information, and expert insight that provides a framework for evaluating and incorporating new experiences and information. It originates and is applied in the minds of knowers. In organizations it often becomes embedded not only in the documents or repositories but also in organizational routing processes, practices, and norms. ” (Davenport and Prusek, 2000, 5).

       None of the data stored in a police agency have meaning until a human being gives them meaning. Artificial intelligence, when it arrives in policing, cannot tell police what information means. If police agencies rely on technology to improve policing without developing a role for persons to become information crafters, the technology will be a waste of tax dollars. The role of the crime analyst, if developed and supported, will be that information crafter in local law enforcement, the “knowledge worker” of policing.

Tacit Knowledge and Policing

     For too long policing at the local level has relied primarily on “tacit knowledge.” Tacit knowledge, in policing, refers to the knowledge officers have about crime, criminals, and public disorder, which is not knowledge that is written down or articulated to share or pass on to others. Depending on tacit knowledge in policing has significant problems. If officers do not want to admit that they have a problem they can’t solve, as is sometimes found in traditional police culture, they may be unlikely to go to others for help. Thus the knowledge others have will not get to them. If a police agency has crime analysts on staff who are trained and who generate meaningful information (knowledge), officers will be informed without having to ask others for help. If the political atmosphere of the police department sanctions crime analysis and it becomes “politically correct” to make use of an analyst’s expertise, more knowledge will flow through a police organization. 

     Other problems with reliance on tacit knowledge in policing are that “. . . it can be wrong; it’s hard to change; and it’s difficult to communicate (Stewart 2000, 73).”  There is no way to evaluate tacit knowledge if it is simply spread “word-of-mouth.” It is even more difficult to know whether it is wrong when it is unexpressed, since it is then unquestioned. If police officers are operating under unexamined false assumptions, their effectiveness suffers significantly.

     If crime analysis is developed as a true profession and instituted in larger police departments, some of the institutional knowledge of police officers may be captured, incorporated into the knowledge base of the police organization and made available to many. The role of the crime analyst will complement that of police officers, rather than replace it, and will expand the knowledge base of police organizations. If knowledge is a type of power, than we can safely assume that policing effectiveness will improve as the tool of knowledge becomes more readily available.

     Although officers may resent the changes in traditional policing, these changes may be presented as a win-win situation; the officer looks more knowledgeable and is, in fact, more knowledgeable with the support of formal crime analysis in his or her police department. It is the officer who gets credit for an arrest and it is the officer who has contact with the public in the role of information-sharer. The crime analysts are in the background and the public may never know of their contributions. The crime analyst has the privilege of doing “police” work without the inherent risks that face the street cop.

      It should be noted that researchers from universities have tried to assist local law enforcement with knowledge creation and information support. However, often the researchers impose their own research designs on these agencies. Since police culture is known to be resistant to change and suspicious of outsiders, the world of academia is unlikely to infiltrate most police departments. This is why the creation of the crime analyst’s role as an internal researcher, working for and with police officers is the best way to incorporate research findings into the street level of policing.

     The importance of information sharing and knowledge creation in policing has been underestimated and inadequately analyzed. If we consider how actionable information can assist police, we will realize how urgent the imperative is to develop the role of the analyst in policing.

     The U.S. Army’s Center for Army Lessons Learned (CALL) has a term called “ground truth,” which refers to “the rich truths of situations experienced close-up: on the ground, rather from heights of theory or generalization.” (Davenport and Prusek, 2000, 8) The crime analyst working within a policing organization has access to this ground truth as part of the policing team.  He or she can adapt theory to find practical information about specific crime and challenges of public disorder.

Knowledge as a Resource

     There will come a day when police departments value knowledge as much as police cars, laptop computers, guns, and the presence of officers. Information and knowledge differ from other resources in that they are not consumed - in policing, this means that shared information is not a limited resource - one that is used up by one entity, then unavailable for another. Of course, if an investigator makes an arrest based on information, he has used up the utility of that information for others who were hoping to make that arrest. The competitive nature of policing in that respect is an obstacle to promoting information sharing. Yet that knowledge about that particular criminal may prove to be valuable to others at a later date, as the person is released into the community, whether it be on bail, on probation, or on parole, or simply judged not guilty in court proceedings. So, in this way, knowledge is never limited the way a supply of tangible commodities is limited.

      Information also has a unique quality as a commodity: it can be in many places at one time. The fact that consumers may copy it and have a significant impact on its distribution is also notable  (Stewart, 1999). It is also difficult to measure the cost of producing information, and this is where the development of the role of the crime analyst faces obstacles.

Measuring the Impact of Knowledge

     It is a challenge to measure the benefits of having an effective crime analysis function in a police department. Crime analysis that results in useful information, knowledge that leads to action, cannot be adequately measured by decreased crime rates, although that may be one standard to gauge effectiveness. Decreases and increases in crime rates are the result of many variables, including demographics, community economics, reporting processes, and police strategies. Good crime analysis may be in place in a police agency, but if officers and police managers do not know how to effectively use the knowledge provided by quality analysis, it will not lower crime rates.

     Stewart, in his 1999 book Intellectual Capital: The New Wealth of Organizations, suggests some methods of measurement that may be useful to adapt when considering crime analysts as “intellectual capital” in policing. One method would be to compare a police agency with crime analysts to that of another police agency of similar size, serving a similar population, without crime analysts. We might look beyond crime statistics and analyze how extensively information is used by police in their work and how officers engage in problem solving, with and without the support of information produced by crime analysts. We might also survey and compare citizens’ perceptions of crime or satisfaction with their police department, comparing agencies with and without crime analysts. Another way to measure the impact of knowledge would be to measure the degree of innovation in policing, comparing agencies with and without crime analysts. Measuring the amount of time that trained analysts save officers by producing “knowledge” is also another means of measuring the impact of having the police analyst as researcher/knowledge worker in a police department.

The Crime Analyst’s Role in Problem Oriented Policing

     In their book Criminal Investigations, Wayne W. Bennett and Karen M. Hess recognize that “data collected during criminal investigations can be extremely valuable to the problem-oriented policing being advocated by many departments in the 1990s. The data can be analyzed to determine groups of problems rather than as isolated incidents.” (1998, 32)

     In his 1990 book Problem Oriented Policing, Herman Goldstein proposed that policing use proactive problem solving strategies using what is called the “SARA Model.” SARA is an acronym for the words scanning, analysis, response, and assessment. The scanning phase of this strategy refers to problem identification. According to a number of experts, many people who use this model skip the analysis phase and move to response. Analysis is given cursory attention, perhaps because officers are so accustomed to having to respond quickly to work situations.

     Analysis is necessary to understand the scope of a problem and to be certain the problem is actually a problem. Sometimes crime and public disorder issues are public perception or a misinterpretation or under-analysis of statistics and do not exist in reality. Some problems, which are not so noticeable, are actually severe and have a strong negative impact on the community.

     If the analysis stage of the SARA model is carried out inadequately, the response to address the problem will miss the mark. The crime analyst is the perfect support person for officers in the field who are utilizing the SARA model in community and problem oriented policing. Providing officers with maps of problem sites that include hot spot analysis and a study of the movement of crime and/or public disorder over time, a history of calls for service and other types of crime complaints in the area, information on who has been arrested in the area, studies on temporal trends, and provision of demographic data can free up the officer’s time to do field work related to problem solving efforts. This puts officers on the street instead of at a computer doing research. Crime analysts can also do literature reviews, looking for best practices from other sources or any relevant information to the crime or public disorder problem.

     An educated, quality crime analyst brings rich resources to a police department. Via the crime analyst, criminological theory that now resides in academic worlds can be brought into the world of the officer on the street. Once a crime analyst becomes established as a trusted part of a police agency, the theories of researchers can be utilized in practical measures and tested to help in practical problem solving.

The “Knowledge” Advantage in Policing

     Crime analysts, as knowledge workers in policing, will assist local law enforcers in repressing crime, preventing crime, and apprehending criminals who prey on the weak and vulnerable. By improving communication within agencies, information and knowledge can be more effectively shared across jurisdictional boundaries. Since crime is now a global issue, with technological advances connecting all nations and places in an unprecedented manner, good crime analysis can help identify and solve regional, national, and international crime problems. 

     Larry Krahaner, in his book Competitive Intelligence, states “. . . Information is merely the starting point of the decision-making process and not the end. And while the quality of your information is important, what you do with it—how you analyze and then use it - is much more important (1996, 15).” Knowledge is an advantage in the business of policing, and there is a significant need for persons skilled in producing knowledge to enhance police efforts at the local level.

     Recognition of the advantage of “intelligence” or knowledge in policing is slow to come, perhaps because there is an assumption that police are already skilled at information processing. Certainly, it would be politically incorrect to let the public know how little information processing is done by police agencies. The public assumes that the police are cooperating by sharing information about crime and criminals in their mission to protect and serve.  To admit that there is significant need for improvement in this area would be admitting that the service now provided is not adequate. The fact that the F.B.I. is only recently developing competencies for its analysts illustrates the delay by law enforcement in recognizing the need to have knowledge “specialists” supporting those in the field (Burton, 2000).

     As the importance of knowledge becomes recognized in the world of business, public support for knowledge in government agencies, especially law enforcement, may follow. Lisa Krizan wrote a book for the Joint Military College called Intelligence Essentials for Everyone, which is an effort to translate national government intelligence processes into business terminology. Its concepts may also be applied to analysis at the local law enforcement level. Captain William Brei is quoted in this book as follows.

     Intelligence is more than information. It is knowledge that has been specially prepared for a customer’s unique circumstances. The word knowledge highlights the need for human involvement. Intelligence collection systems produce… data, not intelligence; only the human mind can provide that special touch that makes sense of data for different customers’ requirements. The special processing that partially defines intelligence is the continual collection, verification, and analysis of information that allows us to understand the problem or situation in actionable terms and then tailor a product in the context of the customer’s circumstances. If any of these essential attributes is missing, then the product remains information rather than intelligence. (Brei 1996, 4, Krizan 1999, 7)

      This emphasis on understanding customers’ needs illustrates the need for the analyst to be working within an agency. Understanding the “knowledge” needs of the police department, from the macro scale of top administrators, to the micro scale of the patrol officer, is necessary and only probable if done by persons working within the organization. The crime analyst can fill this role by having ongoing interactions with police “customers” so that knowledge may be tailored to their specific and changing needs.  

Where Do We Go From Here?

     The current state of crime analysis in policing is that of struggle for definition. There are few standards for training, with not enough training in place, as well as few texts on the subject. As of 1994, there was only one textbook devoted to the topic of crime analysis (Gottleib et al., 1994). Yet organizations such as the International Association of Chiefs of Police (IACP) and the Committee to Accreditate Law Enforcement Agencies (CALEA) promote crime analysis in policing. 

Nearly all local police departments serving a population of 2,500 or more used one or more types of computers during 1997. About two-thirds of those serving fewer than 2500 residents used them. A majority of the departments serving a population of 10,000 or more used computers for crime analysis and dispatch. A majority of those serving a population of 100,000 or more used them for fleet management, resource allocation, and crime mapping. (Bureau of Justice Statistics, 1999, 3)

     As more police departments acquire technological tools, the need for persons to analyze the more accessible information produced by centralized databases will become  apparent. Other developments also will have an impact. “Voice Recognition technology, pen-based computing, neural intelligent analysis tools, robotics, and other innovative types of technologies will continue to influence criminal justice,” (Manning, 1997, 91).  The role of the Internet in providing information exchange will help police share knowledge regarding criminal activities as well as promote sharing of best practices.

     “As cyberspace has extended the territory already covered by the police, it has led to the creation of a new field of work.” (Soulliere, 1999, 24) Criminal investigations in cyberspace will require a new type of information sharing between police agencies around the world. Issues of territory will be a challenge to resolve. Who will prosecute cybercrime when it is committed in a number of nations? Who owns cyberspace? Who determines what is a cybercrime?

     Expert systems, databases that help in the analysis of serious crimes across multiple jurisdictions, such as the Violent Criminal Apprehension Program (VICAP), require personnel skilled in data analysis. The trend in law enforcement is toward the more sophisticated use of technology. Yet all the state-of-the-art technology is meaningless without the development of skilled persons to utilize and analyze the resulting

 information. “The lack of familiarity with the (technological) tools means that they are integrated only partially or superficially, in an attempt to make them compatible with traditional police methods (LeBeuf, 2000, 9).”

     Since local law enforcement agencies operate within the constructs of government bureaucracies, real change is likely to be slow. However, it is clear that change is inevitable, as slowly the world of law enforcement opens its eyes to the advantages of “knowledge” and moves in the direction of appreciating the role of the crime analyst as the true “knowledge worker” of policing. As the public demand for more knowledge regarding crime increases, so, too, will the recognition that the well-trained crime analyst is a needed commodity in local law enforcement.     

Chapter Two

Crime Analysis as Action Research: Defining Methodologies

      In order to conduct true analysis of crime problems in local law enforcement, there is a significant need to define the methodologies of crime analysis. While many articles and research studies promote crime analysis, little has been written specific to the actual concept of crime analysis. This leaves a “black hole” of definition and allows crime analysis to be a subjective matter without any standardization within law enforcement at the local level.

     It is the main premise of this paper that what is generally referred to as “crime analysis” is actually a form of social research called “action research.”  Another premise underlying this argument is that law enforcement needs personnel specifically trained in this model, and that the field of crime analysis depends on the establishment of clear methodologies in order to supply police with the highly valuable resource called “knowledge.” The law enforcement agencies with the best analysts will have personnel in place who are both researchers and practitioners in one, bridging the gap between the white towers of academia and the gritty, real world of the street cop. The crime analyst will be aware of the complexities of crime problems and bring an objectivity and creativity to problem assessment and problem solving efforts in a consistent manner hitherto unseen in any consistent manner in policing. 

     What is action research? How does it apply to crime analysis in law enforcement, specifically local law enforcement? One definition of action research is that it is “a type of applied research that focuses on finding a solution to a local problem in a local setting (Leedy 1997, 111).” Using this criterion, it is clear that crime analysis in local law enforcement is action research. The crime analyst in a local police department looks at the larger problem of “crime” within a jurisdiction, with the objective of finding particular crime problems that can be changed through action, a change made possible through the new knowledge created by the crime analyst/action researcher.

     The main similarities between crime analysis in local law enforcement and social research include the shared objectives to identify problems, form hypotheses, and study phenomena to see if data and observations support the hypotheses. 

     The main differences between crime analysis in local law enforcement and social research are that crime analysis must be conducted using available data without stringent controls, that it must be done quickly with an urgency to identify crime problems threatening the safety and well-being of a community, that it must be conducted under political pressures within a government organization, and that it is focused on particulars rather than discovering generalities.

Theory and Practice

     As the field of crime analysis develops and defines itself, it must recognize the theories that underlie the practice of analyzing crime in a local law enforcement agency. Crime analysis is multi-disciplinary in nature, thus theories from a number of disciplines provide good foundations for practicing crime analysts.

     The social sciences provide most of the theoretical knowledge that crime analysts need to become action researchers within a police agency. Criminological theories can be tested in the field on real life situations. It is possible that crime analysts working in the fields applying criminological theory may uncover new theories or refute the validity of existing theories. These theories provide the analyst with a conceptual framework for understanding criminal behavior. However, the field of psychology, the study of human behavior and the human mind, is just as valuable, since crime is human behavior and criminals are human beings. Although psychology is a broader discipline than criminology, an understanding of this discipline and knowledge in this area will help crime analysts make better hypotheses regarding crime problems in their jurisdictions.

     Sociology is another important social science discipline to include in the foundation of crime analysis training, as awareness of how humans function as social beings, and how groups of persons form societies and how societal influences affect crime will help crime analysts understand their community and the sub-groups within that community, as well as the relationship between their community and the communities around it. Anthropology, with a particular focus on cultural studies, may help analysts think of crime in terms of culture, which may be very helpful when examining the nature of organized crime, or the issues that may be involved if ethnic or religious groups are targeted for hate crimes. Victimology is another field of study that would be useful to the development of crime analysis.

     The research skills utilized in all the social sciences can be applied directly on the job to the work of the crime analyst in a local law enforcement agency. These social science sets of knowledge and research skills include seeking patterns of regularity in observances, avoiding over-generalizations, logical reasoning, finding relationships between variables, and avoiding biases. 

     Considering the concepts of theory and practice in analyzing crime has other ramifications. Who better to apply the knowledge developed in academia than the crime analyst who has earned the trust and respect of officers is his or her agency? The crime analyst may be in the position to ask better research questions than the academic, as working in the field presents a more realistic view of what ideas are possible to put into action. Hands on experience can give a great window into the real world and how police actually do their work. 

     The ethical considerations involved in using theories of social science in the practice of analyzing crime within law enforcement agencies include the real possibilities of preventing victimization and saving lives and property. These are no minor considerations. 

Skill Sets for Crime Analysts

     By surveying membership, the International Association of Crime Analysts (IACA) has identified ten skills considered crucial for a crime analyst, as listed below:

· “Understanding Criminal Behavior 

· Evaluate Qualitative Information (Data Quality) 

· Conduct Cartographic/Geographic Spatial Analysis 

· Reading Comprehension (Synthesize Information) 

· Operate a PC 

· Word processing Skills 

· Think Critically (Includes Inductive Reasoning & Logic) 

· Perform Data Extraction 

· Use Spreadsheet Software 

· Conduct Temporal Analysis 

· Apply Descriptive Statistics 

· Write Expository Narrative 

· Interpret UCR/NIBRS Data 

· Conduct Demographic Analysis 

· Make Presentations 

· Use Graphics

Additional useful skills identified by the IACA:

· Using the Internet 

· Understanding inferential statistics 

· Thorough understanding of the Criminal Justice System 

· Providing effective dissemination of information  ”    
(Kimminau 1999, 3, 6)

     These proposed skill sets illustrate how crime analysts must operate as internal researchers within police agencies. 

Quantitative vs. Qualitative?

     The profession of crime analysis is rather “young,” originating in measurable terms in the 1970s in a number of police agencies. It appears that the emergence of the role of crime analyst was predicated on the development of technology, which enabled the analysis of crime and crime-related data in larger police agencies in a manner that was not possible before. Because quantifiable data became available for unprecedented statistical analysis, many crime analysis units became the sources of quantified crime data. This may also be due to the Uniform Crime Report (UCR) requirements demanded by the federal government through the auspices of the F.B.I.  Police agencies had to think in terms of statistics and quantifiable data in a way they had not done systematically before.

     Unfortunately, the focus on quantifying crime data leaves out a great deal in the analysis process. Qualitative data is needed and just as important in the analysis of crime at the local law enforcement level. Every crime, every crime series, and every crime pattern consists of unique, qualitative information indicating, through analysis, the particular facts that makes it possible to link particular crimes.

     Intelligence analysts are much more familiar with qualitative data and most intelligence analysis has little focus on quantitative information. In supporting organized crime investigations, intelligence analysts gather information on the particulars of an organized crime group or a specific criminal investigation. In many ways, the work is similar to ethnography in social research. The analyst uses information from the fieldwork of investigators, the information from surveillance, and the reports of informants to develop and present an understanding of a specific group, their behavior, their customs, and their relationships.

    Ethnography could be utilized more by crime analysts by going out into the field and making observations about the environment in which the crimes occur by reading the statements provided by witnesses and victims, by surveying neighborhoods that appear to have chronic crime problems and by assessing the qualitative aspects of a the particular location or neighborhood.

Developing the Field of Crime Analysis

     Crime analysis is rooted in a Bayesian foundation of probability theory and theory of knowledge which “aims to describe ways in which we can discover exactly how probable each of our beliefs is, given the evidence we possess (Morton, 1997, 3).” For the field of crime analysis to develop as a profession, it must identify specifics of the profession in an epistemic format. There must be coherence in theories of practice, agreed upon by the larger group of practicing analysts. The field must decide what makes sense in the processes of analyzing crime, what is rational and true, what exists as evidence of truth. The field must be able to use reason and argument, and be able to justify its knowledge (Morton, 1997, 3-8).

     Inference to the Best Explanation (IBE) may be the type of reasoning that works best in the applied action research field of crime analysis. This type of reasoning is sometimes called ampliative reasoning or abduction (Morton, 1997, 212). The hypotheses presented by crime analysis often are the result of a reasoning process that involves inferences to the “best” explanation for particular crime problems..

     Crime analysts may use criminological theories of ecology and crime. If we view a neighborhood as an ecosystem, as in this type of model of analysis, , we note that a certain amount of crime may “tip” a neighborhood off-balance, and contribute to the perception that it has become crime-ridden (Saville and Genre, 2000). Analyzing information to determine “tipping points” may help crime analysts provide useful information to police administrators, neighborhood associations, and city planners.

     Other theories of criminology  point crime analysts in directions of practical research. For example, theories of opportunity will support looking for certain crimes that are committed by youths in the time period immediately following school dismissal.

Issues in Mapping Crime

     Geographic Information Systems (GIS) have brought crime analysis to the attention of many government agencies that had not given  crime analysis much focused attention. Investment in the newest software and hardware, coupled with training and good data, makes it possible for more and more police departments to make their own crime maps fairly easily. Along with analysis of crime data, mapping can allow for analysis of other variables that may impact on crime.

     Good police analysts will be required to do crime mapping; thus principles of cartography and knowledge of geography will be important bases of knowledge. Having the ability to discern what information can be presented on maps, and knowing how to do so effectively and to interpret maps will be valuable skills for law enforcement analysts.

     “ . . . A single map is but one of an infinitely large number of maps that might be produced for the same situation or from the same data (Monmonier, 1996, 2).” What does this mean? It means that in the map-making process one has a number of choices to make which will affect how data is interpreted. A map is only a two dimensional model of a complex reality, and deciding what is selected to be displayed on a map requires analytical and critical thinking. 

     Since crime does not occur in a vacuum and there are many factors influencing its occurrence and many other variables that exist in relation to crime, it is very useful to map other data along with crime data for in-depth analysis. Maps can help us uncover relationships we did not consider before. Examples of types of maps that may help in tactical crime analysis include robberies mapped with convenience store locations and/or ATMs, vehicle break-ins mapped near schools, sexual offenses mapped with registered sex offenders addresses, or assaults mapped with liquor licensed establishments.

     There is an over emphasis on mapping crime that can give the public a false impression of actual crime problems and a sense that the maps mean the police know what they are doing. Maps are simply tools to represent data. A map of crime requires interpretation, and interpretation is seldom presented with maps as they are displayed for the public on police department internet sites. The maps patrol officers might make for themselves only tell where a crime occurred, not the exact nature of a crime. Mapping software can provide links to qualitative data, but automated maps may lack this feature. Thus, it is very important to realize maps are limited and are not examples of analysis. They are tools for analysis.

Vocation or Profession?

     Is crime analysis is profession or a vocation? Currently, there is no “body of information” that exists to support crime analysis as a profession. This can and should change. Perhaps crime analysis could be viewed as similar to the field of occupational therapy, i.e., in its most effective format, it is based on a great number of disciplines to form a new body of knowledge. The best crime analysts are social scientists armed with excellent technical skills. They are teachers, educating officers and command staff on best practices and proven theories, in order to help them do their jobs more effectively. They are creative problem solvers, making do with limited resources, operating under time pressures, inventing tools to apply to their specific jurisdictions to conduct the best action research possible. 

     A main difference between applied social research and crime analysis is centered around locations of practice. The effective crime analyst is absorbed into police culture and becomes part of the police organization. Social scientists operating outside of police culture will always be “outsiders.” Crime analysts who are aware of police informational wants and needs and who prove themselves to their policing organizations will be perceived as part of police culture. This will allow the field to develop into a true vocation differing from that of social scientist.

     Crime analysis as a field has not made much effort to identify its body of knowledge and has been focused on the practicalities of the work. As a field with real time limitations, data limitations, and political considerations, it may be unable to adhere to scientific processes as stringently as fields such as medicine. This may change as better-educated persons become analysts and seek to give the field definition and credibility. It will be necessary for the field to develop standards if professional crime analysts are to be “expert witnesses” in courts of law. 

     It will be important for the field of crime analysis to determine standard processes of analysis rather than focus on the products of analysis (Atkin, 2000, Peterson, 1998). Central to this may be the identification of crime analysis as “action research,” a term that can give emphasis to the process rather than the product.

The Future

      As governments seek to maximize limited resources, it may be that crime analysis as a field will be recognized as a legitimate arena for spending research dollars. Applied research that can make a difference, the “action researcher” roles of crime analysis, deserves more funding and development. The effective crime analyst in local law enforcement brings actionable knowledge, grounded in theory, to the patrol officer in his or her car at this very moment. The potential value of professional crime analysis to increase public safety is certainly enormous.

     Efforts by the International Association of Crime Analysts and the International Association of Law Enforcement Intelligence Analysts to promote certification standards move this field toward professionalization. The lack of training in crime analysis processes within criminal justice programs and within law enforcement agencies is a significant obstacle to the growth of the field. It is a fact that a criminal justice student may take courses to prepare to be a psychological profiler of criminals, with little hope of employment in that field, yet be totally unaware that jobs exist for crime analysts, because few criminal justice curriculums offer course in crime analysis. 

     To become legitimate as a profession, there must be more texts on crime analysis, as well as more conceptual theory developed on this subject. Insufficiently trained or inadequate staff work in many crime analyst positions, which makes it difficult for the field to evolve. The fact that the crime analysis “community” is scattered all over the globe also presents a challenge in achieving consensus and obtaining resources for the goal of legitimizing crime analysis as a profession.

     Without political advocates to influence the development of funding mechanisms to support the field of crime analysis, growth will be slow. The field must find “leaders” willing and able to educate key persons who can effect policy changes. The field must define itself with more texts. Somehow the public must be educated regarding the benefits of having trained crime analysts as action researchers in their communities within their police agencies. 

     Crime analysts can provide important services to the police world and the larger community. Knowledge about real crime problems derived using critical thinking and scientific analysis procedures is a worthwhile goal. Crime analysis as action research makes sense. 

Chapter Three

Crime Analysts and Intelligence Analysts: Merging Identities

     One of the greatest challenges facing law enforcement analysts in the 21st century is that of bridging the gap between crime and intelligence analysis. The division between the two roles has been an obstacle to the development of the role of the professional analyst in operational policing. The lack of understanding of the specific roles of crime and intelligence analysts has been one factor contributing to this situation. 

     What is a crime analyst? What is an intelligence analyst? This paper will explore the differences and similarities between the two roles and suggest a merging of identities in the future. As is done in the Royal Ulster Constabulary, it may be more appropriate to call analysts in local law enforcement  “police analysts.”  Changing the nomenclature while merging identities makes sense. Calling analysts in law enforcement “police analysts” also provides an identity in alignment with their role of supporting policing efforts, not merely analyzing crime. The name “police analyst” may also help to lessen the gap between civilian and sworn officers, in that the “analyst” is identified as part of the “police.”

     One of the main problems in the name “crime analyst” is with the conceptual images of the word “crime.” What is crime? If we view “crime” as a violation of a specific penal code, we are simplifying the concept to an extreme. Crime is certainly an event that involves individual or group behavior in a complex context, including physical environment, geographic location, the psychology of the participants, the larger culture as well as the local culture, the vulnerability of the targets, the economic factors, the historical aspects, and many more variables. Thus, to analyze crime meaningfully, we must approach analysis from a multidisciplinary perspective.

     Marilyn B. Peterson, past president of the International Association of Law Enforcement Intelligence Analysts, writes in her book, Applications in Criminal Analysis: 

Intelligence or investigative analysis has generally been held separate from “crime analysis,” which, in its simplest form, is done within police departments to determine patterns of burglaries, auto thefts, and so on. Crime analysis has been a patrol-oriented form of analysis: that is, its conclusions are often used to support decision making on the deployment of patrol officers. That deployment is often done as a measure to attempt to prevent further crimes of the type that was the subject of the crime analysis. Investigative analysis, on the other hand, has been used to support the major crimes or organized crime functions within law enforcement, to help solve a particular case. (1998, 2)

     The state of crime analysis in most local law enforcement agencies today is one of struggle for identity and credibility (Haley et al. 1998). Those in the title of crime analyst generally examine a variety of crime data within their assigned jurisdictions to look for series, patterns, and trends. These problems may be in a small neighborhood or jurisdiction-wide, depending on the analysts’ assignments. Often the crime analyst reads incoming crime reports on a daily basis to identify problems as soon as they emerge as identifiable. 

     A crime analyst may perform a number of functions in a police agency. Some of these functions may be better served by persons of accounting or statistical analysis backgrounds, including studies of patrol allocation, overtime spending, and trend analysis based on frequencies of crime over extensive time periods. One of the pitfalls for crime analysts with good research skills is that they are assigned unrelated work, such as statistical analysis of non-crime subjects within a police agency, merely because they are able to perform the analytical tasks. This removes them from their primary duties to analyze crime and obscures their role in law enforcement.

     The field of crime analysis is moving in the direction of emphasizing tactical crime analysis – the use of applied research skills to identify crime problems swiftly so that police officers may deter and/or prevent criminal behavior, and apprehend criminals. This role is analogous to that of the role of medical professionals seeking to detect cancer early when it is more possible to cure the disease – the tactical crime analyst seeks to diagnose crime patterns and series as swiftly as possible so that future crimes might be prevented and the problems possibly eradicated.

     The intelligence analyst’s role generally differs from that of the crime analyst in that research support is given to specific investigations of suspected organized crime activity rather than general “street” crime problems. Organized crime includes such entities as youth gangs, ethnic gangs, motorcycle gangs, and organized drug markets. Terrorism and hate crimes fall under the intelligence area. Some intelligence analysts support serious investigations, such as homicides or rapes, with their information-processing and analytical skills. Analysts support investigators by providing products such as link analysis charts, which display relationships between persons, places, and events in organized crime investigations.

     Whether the law enforcement analyst’s focus is on “street” crime or “organized” crime, the best use of an analyst in policing is to support patrol and investigative functions with true analysis of chronic, existing, and emerging crime problems, with an emphasis on helping officers find solutions to problems. Provision of information that is actionable and relevant to police in the field is of utmost importance. 

Specialist vs. Generalist?

      Since there are many agencies using the title of crime analyst or intelligence analyst for jobs that are not standardized, a great deal of variety may be found in the types of work and the skill sets required by persons in those jobs. Within large agencies, such as the Los Angeles County Sheriff’s Department, analysts may specialize (Los Angeles County Sheriff’s Department 1998). In smaller agencies with few analysts on staff, an analyst is required to be a generalist.

     As the roles of crime analyst and intelligence analysts merge, the emphasis on the need for the analyst to be a well-trained generalist will become apparent. Segregation of these roles within law enforcement segregates information. For example, if a crime analyst notes an increase of burglaries in a neighborhood but has no intelligence information regarding the presence of a new gang in the area, he or she will not have a true picture of the probable nature of the crime problem. The new gang may be burglarizing as part of an initiation rite or as a means to get quick cash to subsidize gang activities. Without access to relevant crime-related information, both intelligence analysts and crime analysts are limited in their abilities to interpret information accurately and meaningfully.

Computer Technician or Analyst?

     The assumption that persons with excellent computer skills, including computer programming, are best suited to be crime analysts in local law enforcement agencies is a serious problem in the field of crime analysis. It is true that a crime analyst with great computer skills can do his or her job more efficiently and potentially solve some of the data issues that plague crime analysts in most police agencies. Yet, a computer expert with no social science background or social science awareness does not have the conceptual requirements that form the basis of good crime analysis. Crime is not about data. Crime is not about computers. It is about people, behaviors, times and places.

     Too many local law enforcement agencies give the title of “crime analyst” to staff members who are technically astute yet lack the necessary intellectual/educational foundation and interpersonal skills needed to analyze crime and design informational products for specific persons based on their real needs.

Civilian or Sworn?

     There is a movement toward making the position of crime analyst a civilian position, rather than a sworn officer post. In intelligence work, there is often resistance to sharing sensitive information with civilians. In general, a civilian crime or intelligence analyst will face challenges in garnering acceptance by sworn officers. However, as more civilian analysts prove their ability to support local policing effectively, the barriers between civilian and sworn police personnel are likely to diminish. If a civilian analyst gives enough valuable information to officers, he or she will be recognized as an important asset to the police world.

     The personal traits that are characteristic of good police officers are often those that do not belong to good researchers, and vice versa. Police in the field are often making quick decisions without time for reflection, since there is an urgency to complete one call and move on to handle calls waiting for response. Police in the field are under pressure to do things quickly and expedite their work. Good crime analysis calls for patience in reviewing data, the ability to bring together parts to make a whole, the ability to form hypotheses, the ability to communicate objectively and think “out of the box” to find meaning in data.

     To effectively implement the concept of civilian analysts in a police department, it must be clear that these "knowledge workers” are complementing the crime analysis work done by police officers, not supplanting it. In Chicago, a crime-mapping program called “Information for Automated Mapping” (ICAM) allows officers on the beat to use simple buttons on a mapping program to map crime in their beat (Lewin, 1997, 39). This is a wonderful tool and needed by police officers so that they may have some autonomy in assessing crime problems in the areas they serve. However, the crime analyst can spend much more time looking for correlated crime problems and is responsible for linking these problems across city or region jurisdictional boundaries. Crime analysts are trained in preparing custom-made maps for analysis and can overlay other types of data in their analyses. To have a crime analysis unit to support officers with quality research skills makes sense and enhances the police officers’ readiness to do their jobs.

     In the United States, in 1997, only one percent of all local law enforcement agencies and sheriff’s department required new recruits to have a 4-year degree (Bureau of Justice Statistics, 1999, 1999a). It is a reality that police officers are not required to be highly educated, and this lack of schooled research and analytical skills in field officers is a disadvantage for the development of crime analysis in policing. This is another reason why hiring civilians for crime analysts positions makes sense. It may be argued that experienced, motivated, and talented officers can assume the roles of analysts in policing organizations, but in unionized agencies, this is often not possible. 

Education in the Field

     The differing perspectives on the field of analysis in law enforcement are apparent in comparing analyst-training curriculums. In exploring the roles of crime analysts versus intelligence analysts, the differences become important to note. 

     The California State Department of Justice recognizes crime analysis as a useful tool in policing by offering such a program. California is the first and only state university system to develop a Crime and Intelligence Analysis Certification Program. In California, successful completion of this program allows candidates to apply to become “Certified Crime and Intelligence Analysts,” a credential from the California Department of Justice. All participants in this certification program are required to complete a 400-hour practicum in crime analysis at a law enforcement agency. The four California universities offering the certification program are California State University, Stanislaus, California State University, Sacramento, University of California at Riverside, Extension Program, and California State University, Fullerton. The programs teach both crime and intelligence analysis as the function of the law enforcement analyst. This training provides students with a good foundation for becoming generalists.

     Mercyhurst College in Erie, PA has developed a Research and Intelligence Analyst Program to address the need for trained intelligence analysts in government and business. This program emphasizes national intelligence and includes a history major requirement. Although research skills are taught, the emphasis on history and national issues may not prepare an analyst adequately for the crime issues at the local law enforcement level. 

      The Royal Canadian Mounted Police have a two-year training program for analysts in the RMCP that is quite comprehensive. It is called the Criminal Intelligence Analysts Understudy Program. Candidates must pass specified objectives and work under the direction of a tutor/mentor. The trainees are screened carefully, oriented thoroughly to the Intelligence Program, and undergo concurrent required training in a variety of analyses (including intelligence analysis, strategic analysis, computer courses, effective presentation, instructional techniques, and specialized courses). Between the second and the eighteenth month of the program, trainees receive on-the-job training in analytical report writing, presentation exercises, and other specialty studies. Between the nineteenth and the twenty-third month of the program, trainees learn the elements of law and courts as applied to analytical work, such as giving expert testimony and presentation of evidence (Fahlman, 1998).

      The Royal Ulster Constabulary, in Northern Ireland, is developing a similar two-year training program for analysts (Evans, 2000). Two-year training programs, such as the RCMP and RUC programs, within operating law enforcement settings are excellent developments for the profession of law enforcement analysts.

      The University of New Haven offers a course through its Center for Applied Public Safety Research which focuses on using crime mapping and analysis for problem solving. It does not address any of the traditional “intelligence” demands made on analysts in local law enforcement. However, it has a conceptual basis rooted in criminological theory which provides trainees with practical analytical tools, and is a model for developing better crime analysis training (Saville and Genre, 2000).

      There are private vendors who provide training in crime analysis and intelligence analysis to those already employed in law enforcement, including the Alpha Center Group and Anacapa Sciences. 

     In general, analysts are trained to be either crime analysts or intelligence analysts, without exposure to one another. This fact limits clear understanding of the similarities and differences of analytical roles by both practitioners and officers. The fragmentation in training interferes with the development of the field of profession law enforcement analysts.

IACA and IALEIA

     There are currently two main associations for analysts in law enforcement, the International Association of Crime Analysts and the International Association of Law Enforcement Intelligence Analysts. Often, it appears to this writer, as a member of both associations, the two agencies operate unaware of the objectives of one another. This separation is unfortunate, in that it dilutes the strength of each in making inroads toward getting the role of the police analyst valued by the larger world.

     The International Association of Crime Analysts is currently developing a certification process for crime analysts; a certification exam is currently under development. Certification will help establish the field of crime analysis as a profession.

     The Society of Certified Criminal Analysts was established by the International Association of Law Enforcement Intelligence Analysts in 1989. It offers two levels of certification--Regular and Lifetime. Applicants must be members of IALEIA or AIPIO (Australian Institute of Professional Intelligence Officers). Completion of basic analytical training and sponsorship by a member of the SCCA Board of Governors is required. 

      Regular Certification criteria include completion of 2 years of college or 5 years of professional experience in a law enforcement agency, current employment as an analyst (sworn or non-sworn), and passing the written test and practex. Lifetime certification criteria include completion of 4 years of college and having 10 years of analytical experience. Exemplary performance in one area may balance the necessary criteria for consideration by the SCCA Board of Governors.

     The certification processes in both IACA and IALEIA help establish the concept of the analyst role in law enforcement and also serve to fragment the role of the analyst by keeping crime and intelligence analysis separate. Regional associations of analysts are realizing the need to merge the roles of crime analyst and intelligence analyst. One example of such an organization is the newly formed Texas Association of Crime and Intelligence Analysts. 

 The Federal Law Enforcement Level versus Local Needs

     There is a move at the federal level to legitimize the role of the analyst in law enforcement. The FBI is in the process of developing competencies for analysts in order to ensure a minimal level of effectiveness and quality in performance (Burton, 2000). The DEA, as part of its counterdrug initiatives, is developing new training modules for analysts and is creating a career track similar to that of special agents in order to retain quality staff (Webb, 2000). These developments at the federal level are positive indicators for the field of law enforcement crime and intelligence analysts.

      However, because federal concerns differ from local concerns in the fight against crime, there is a conceptual problem of prioritizing needs. Is the fight against organized crime at the national level more important than the analysis of crime at the street level? It is simplistic to think that the national concerns come first, when we realize all crime has a locality, and, thus,  all crime is local. We cannot forget this in our allocation of resources for public safety concerns. Investment in training for analysts at the local level of law enforcement will increase information and knowledge exponentially for the federal fight against crime. Street officers are the eyes and ears of law enforcement everywhere. If their knowledge can be captured more effectively and shared through collaboration of law enforcement analysts, the regional, state, and federal levels of law enforcement will benefit immensely.

     One of the challenges to developing formal systematic analysis of crime at the local level is the sheer number of local law enforcement agencies. Another challenge is the reality that many local law enforcement agencies are very small and do not have the resources nor crime volume to justify development of their own crime analysis units

The Tricky Word: “Intelligence”

     The word “intelligence” can present an obstacle to merging the role of crime and intelligence analyst in policing. In some circles, “intelligence” refers to information affecting national security decision-making. This type of “intelligence” involves a history of spying by the U.S. and some controversial covert actions in the context of world history.

     It must be clarified that “intelligence” merely means information and that, in local law enforcement, it generally refers to information gathered from police officers noting suspicious activities, to information provided by police informants, and to information gleaned by investigators through investigations. It is not necessarily secret or covert in nature.

     Because of the semantic history of the word “intelligence,” it might be better to consider another word, or to invest in strategies to change the perception of the word “intelligence” in the context of local law enforcement. The American public’s concern with “Big Brother” watching is an issue requiring sensitive response. Public education regarding the nature of crime and intelligence analysis could dispel public fears.

Perception vs. Reality

     There is a perception that the crime analyst roles and intelligence analyst roles differ significantly in policing organizations, and perhaps this has been true. However, there is truly no need for this segregation of analytical roles. Virtually all of the skills used in crime analysis can be applied to intelligence analysis. The intelligence analyst may have to learn new ways of looking at crime in order to cross over to the crime analysis field, but the critical thinking skills used to analyze organized crimes and support investigators transfer to the analysis of street crimes. The technical requirements of the positions vary, but all the technical knowledge of specific software and analytical products are agency specific, and, thus, the requirement that analysts have the ability to learn software and create customer-based analytical products are the same.

     The reality is that, if it is the responsibility of an analyst in a police agency is to analyze crime, he or she must have access to all crime-related information, whether it be classified as “intelligence” or not.

The Analyst of the Future

     On November 1, 2000, at the annual International Association of Crime Analyst conference, Chief Tom Casady of the Lincoln, Nebraska Police Department, asked an audience of more than 120 crime analysts (representing many police agencies) a question: “How many agencies have crime analysis and intelligence as one unit?”   No hands were raised in the audience. Chief Casady said that in his agency, the crime analysis function has always been merged with intelligence and that this is the only sensible method to make use of information for effective policing.

     It is important for the future of crime analysis as a profession that police managers and educators realize the need for in-depth and on-going training for both crime and intelligence analysts. The nature of analytical work requires that analysts receive training to use state-of-the-art software and stay abreast of innovations in the analytical and information-processing field. New, more effective tools for analysis are being invented right now. Analysts of the future must be able to use whatever tools exist if they are to do their jobs effectively. Constant, rapid change is a fact of our society. In the war against crime, we must use all the equipment and resources we have effectively. Ongoing training for crime and intelligence analysts is not a luxury; it is a necessity.       

     Merging the crime analysis and intelligence analysis functions of a police agency make sense. Comprehensive information sharing will be the best road to knowledge within a law enforcement agency.

Chapter Four:

Crime Analysis as Policy
     The objective of this paper is to demonstrate that crime analysis is emerging as a major policy issue not only in the United States, but also in the world. The implications of this development are immense; the premise of this paper is that the world of policing will be changed by the implementation of systematic crime analysis and that policy-makers are forcing this to occur by specific policy decisions. However, the role of the crime analyst must be defined before any true policy applications of crime analysis can be implemented.

     The policy of analyzing crime at all levels of law enforcement makes sense if we think about the so-called “war against crime.” In order to fight crime, we need to know what it is we are fighting. The field of crime analysis gives law enforcers the tool of knowledge, a much better understanding of real crime problems and real “enemies.”  As criminal elements of society become more sophisticated and acquire more resources, law enforcement is challenged in unprecedented ways to meet public safety needs.. 

     The Association of Chiefs of Police (IACP) offers a model policy for crime analysis. The model states: 

The crime analysis function shall include collecting, organizing, analyzing and interpreting crime and incident data to evaluate past performance and identify criminal activity patterns and trends for operational deployment, tactical intervention, strategic planning and management analysis. Crime analysis is indispensable to this agency’s efficiency, productivity and effectiveness. Therefore, all applicable personnel shall provide complete and consistent reports of crime, incidents and related information as required to support this function. The crime analysis function shall in turn provide operational units with and assist units to assemble data and information sufficient for analysis, planning and daily problem solving (IACP, 1993, 1).

     Note the word “indispensable” in the description above. If crime analysis is considered so important, why is it so undefined as a field? The importance of crime analysis is recognized in policy, but the reality of crime analysis as a process is given little consideration by policy-makers.     

     The Commission on Accreditation for Law Enforcement Agencies (CALEA) includes the presence of crime analysis in a law enforcement agency as a criterion for accreditation. But what is crime analysis? The concept differs from agency to agency, and thus is too vague to measure consistently. Does the creation of crime maps by an agency imply the data is being analyzed and used to address crime problems with effective strategies? The difficulties in affecting implementation of policies are often not considered by policy-makers (Nakamura & Smallwood, 1980, 47).

     CALEA states: “Crime analysis is a scientific process, in the sense that it involves the collection of valid and reliable data, employs the systematic techniques of analysis, and seeks to determine, for predictive purposes, the frequency with which events occur and the extent to which they are associated with other events (1994, 15-1).”

     The IACP and CALEA recognize the importance of crime analysis in local law enforcement, which should help the growth of the field. However, it appears that there is no collective federal recognition of the need for crime analysis at the local law enforcement level, perhaps because we have so many independent agencies and local law enforcement is, thus, very fragmented.     

     The United Kingdom has recently developed a comprehensive policing strategy called “Intelligence Led Policing.” It may serve as a model for other countries as the importance of analysis is recognized in law enforcement at the local, regional, and federal levels, as we’’ as across political boundaries of countries. Central to “Intelligence Led Policing” is the role of the analyst to develop timely information to help police make informed decisions and investigate the nature of crime problems more thoroughly.

     The United Kingdom’s National Intelligence Model specifies the techniques and products of analysis. Results analysis is called “a new discipline which evaluates the effectiveness of law enforcement activities (National Criminal Intelligence Service, 2000, 29).” By using what is known as “Results Analysis,” the U. K. hopes to identify best practices and identify less effective strategies with the goal of implementing more effective uses of police resources. “Crime Pattern Analysis” is another analytical process referred to as “a generic term for a number of related analytical disciplines such as crime, or incident series identification, crime trend analysis, hot spot analysis, and general profile analysis (National Criminal Intelligence Service 2000, 30).”

     “Market Profiles” determine the market factors involved in specific commodities such as drugs or stolen vehicles (NCIS, 2000, 31). “Demographic/Social Trend Analysis” refers to analyzing social variables in relation to crime (NCIS, 2000, 32). “Criminal Business Profiles” describe crime in terms of business models to explain how criminal operations work (NCIS, 2000, 33). Other analytical techniques and products described in the National Intelligence Model include “Network Analysis,” “Risk Analysis,” “Target Profile Analysis,” and “Operational Intelligence Assessment (NCIS, 2000, 34-37).”

     It is obvious that the United Kingdom has made a high level of commitment to the development and use of analysis to support law enforcement with knowledge. This is a policy decision that is significant for the field of crime and intelligence analysis.

     In The Royal Ulster Constabulary, these analysts are called “police analysts.” Their roles are to develop information in a variety of formats to support policing. At the local level, crime mapping and analysis will be implemented along with crime pattern analysis through modus operandi analysis. The police analysts also assists investigators in homicide investigations by organizing and reviewing investigative reports, summarizing data in ways that help free up investigators’ time to do work in the field (Evans, 2000.) 

     In Germany, a national database is planned, with the goal of capturing police reports at the entry level in one database format. Mapping these crimes to uncover cross-jurisdictional crime problems will then be possible. Assess to data will be restricted, made available to those who have a need to know (Nath, 1999.) Australia is also implementing crime mapping, with an emphasis on the intelligence aspect (Maber, 2000).

Ethics and Policies

     There are ethical considerations in the field of crime analysis that call for development of standards in the field. The issues of privacy, information sharing, liability, quality of work, and political pressures are important to reflect upon. Without standards for the field of crime analysis, codes of ethics cannot be conceptualized.

     Privacy has a number of “sides” as an issue in sharing law enforcement information with the public. Protecting victims’ identities when sharing crime data is one aspect of crime analysis that must be examined. Some agencies share crime data using addresses in one hundred-block format to protect victims’ identities.

     Problems that revolve around sharing offender data include the right to privacy also. For example, mapping registered sex offenders addresses might be acceptable, but it may be unethical to publish these offenders’ photos and criminal history, because they have already been “punished” by society through the court process.

     Other issues of privacy include whether or not crime data displayed on maps might “red-line” a community, lowering property values and negatively affecting attempts to revitalize that neighborhood. 

     We might also consider the American tradition of distrust toward big government and the implications for the development of crime analysis. Since crime analysis depends on analysis of data and seeks to incorporate as many data sources as available, it may be that some of the data gathering and analysis is perceived as “big brother” watching. If an analyst in an investigation searches for automobile driving license information and business incorporation information to help build a case against an entity, will the public condemn this an intrusion into private affairs? How much information and what information can and should be used will be policy considerations in this field.

     Ethical political considerations are both internal and external in law enforcement. Within an agency, there may be pressure on crime analysts to misrepresent data in order to present a decrease in crime to please the public, or to show an increase in crime in order to get more resources. There is the ethical political problem of saying an agency has crime analysis to meet criteria for grants or to present a modern image, but the reality that the function of crime analysis is very limited in most local law enforcement agencies. This can be seen as a misrepresentation of reality, or, in other words, a lie. The truth is that crime analysis has not been adequately defined as a concept within policing, and it is possible for agencies to think they have crime analysis as a policing function, when, in fact, they might have only statistical comparisons and no comprehensive, intelligent analysis of their crime problems.

     Other ethical political considerations include the fact that criminals operate across jurisdictional boundaries. The lack of interdepartmental and cross-jurisdictional information sharing in policing means that criminals may operate without detection mainly because of this tradition of territorialism. It may be noted that sporting events get analyzed more thoroughly, with published in-depth reports, than crime problems in our society (Surette, 1998, 80).

     The concept of sharing information brings up the ethical issue of liability by policing agencies for not sharing information. There have been documented cases in which the police identified a series of sex crimes, yet they failed to warn the women living in the targeted neighborhoods. It may be that using information to develop “knowledge” will increase lawsuits if agencies do not develop protocols to share this information with the public. 

     It is also important to reflect on how unethical it is to keep business as usual in policing and not develop the rich resources of information available to us today. If we know how to process data better to uncover valuable knowledge that will increase public safety, are we not morally obligated to do so?

Policy Implications of Standards for Crime and Intelligence Analysts

     If minimum standards are set at the national level for the role of analysts to support federal law enforcement needs, development of broadly recognized standards may follow at the local level. Recognition of the value of skilled analysts will increase in law enforcement through dedication of resources to training and career development to produce these skilled persons in volume and not  randomly, by chance, as seems to be the case in most law enforcement agencies.

     In the White House’s General Counterdrug Intelligence Plan there is a section that refers to the “professionalizing” of Federal law enforcement drug Intelligence Analysts (2000, 48).” The plan is to provide a career ladder for analysts, management and leadership training, expansion of federal law enforcement intelligence programs, and development of a Master’s Degree in Law Enforcement Intelligence (White House Task Force, 2000, 48-49). This is a significant step in U.S. government’s recognition for the need for trained analysts at the federal level.

     Minimum competencies are being developed for analysts in the FBI and the DEA, and there are policy implications regarding the current analysts who may not meet the minimum competency standards. It is much more difficult to devise standards for analysts at the local law enforcement level because local law enforcement agencies operate separately and develop their own, individual policies, varying agency to agency. To achieve any type of consensus regarding the role of analysts within these separate political entities will be difficult, especially considering the high number of law enforcement agencies in question. Only if there is a federal mandate, or federal grant funds tied to mandates, would we see standardization of analysts roles at the local law enforcement level.

Policy Issues within Local Law Enforcement Agencies

      Within police agencies there are written, formal policies, and unwritten, informal policies. A major informal “policy” of traditional policing is to keep certain information within the circles of sworn police officers only. The introduction of the civilian analyst has challenged that unwritten rule of traditional policing, but it takes many years for most analysts to transcend this police culture barrier, and it is transcended only if the analyst can prove himself or herself as highly credible to the sworn officers.

     There will likely be resistance to change within police agencies, as policing strives to move from the traditional reactive model to a proactive model. Police agencies that use a COMPSTAT model of policing may feel threatened by the way data is used to hold officers accountable for the crime problems in their jurisdictions. This model of policing may portray data as a threat and inhibit the growth of crime real analysis, which is separate from the COMPSTAT model.

     An effective crime analysis unit can enhance community policing within specific local law enforcement agencies. With the support of reliable information and thoughtful analysis of crime problems by trained analysts, officers can go to community meetings better prepared to solve problems in partnership with community stakeholders. 

    One of the greatest challenges facing the developing field of crime analysis is to find means to educate the decision-makers, the policy-makers, the community, and the police themselves about the importance of crime analysis. The new television show, “The District,” features the use of crime analysis in a major city, and will help increase the public awareness of crime analysis as an important tool in policing. However, the show uses an adaptation of the COMPSTAT process of policing, which uses data to hold command staff accountable for crime within their jurisdictions. This is a limited concept of crime analysis. It is important that the public be educated on other applications of crime analysis in law enforcement, although this new show is a beginning means to increase public awareness.

     It may be possible to increase awareness of the advantages of crime analysis by using more crime analysis in community policing. Conceptually, this makes sense. Realistically, as most crime analysis units are understaffed and overextended, the ability of crime analysts to serve the needs of community policing effectively is currently limited. 

Prioritization Issues in Crime Analysis as Policy 

     In analyzing crime and the developing role of the crime analyst in terms of policy within law enforcement agencies, we must consider a number of questions. Who will get crime analysts? How many crime analysts? How and how much will they be paid? What will these analysts be expected to do? How do we measure what services they offer? How will the services be provided? Who will get these services? Who will pay for crime analysis?

     Since there are multitudes of local law enforcement agencies in the United States, and many of these agencies have few officers, a crime analyst in every local law enforcement agency is an unrealistic expectation. However, all agencies with 50 or more officers should be supported with the tool of crime analysis in the form of trained analytical support staff. The need for analysts may also be determined by crime volume-jurisdictions with the most crime would benefit from the work of crime analysts. No clear criteria have been established to determine fair workloads for analysts. Broad-based policy decisions have not been made regarding the roles of crime analysts in law enforcement. These types of decisions must be made as the field evolves and working standards are devised for crime and intelligence analysts.

The Challenges of Cross-Jurisdictional Crime Analysis

       There are many efforts underway to develop regional crime mapping capabilities in different regions of the United States. One of the biggest obstacles to success in these endeavors is the issue of data sharing. Policies to share data must be developed by participating agencies

      Adequate, integrated technology in law enforcement agencies must be put in place. A major obstacle to implementing state of the art crime analysis in many police agencies is lack of technological resources. Modern Records Management Systems are costly. Police managers are faced with making decisions regarding what technology is the best to purchase without having had experience or training in this area. Consequently, what they thought they were getting might not be what they get, and what they get might not meet their policing needs. 

     Integration of technologies in an agency and in a region means that systems can share data, that data transfer is possible between systems, that data can be shared and moved once entered into systems. This is an important consideration in the quest to make sense out of data. If data cannot be easily imported into software applications for mapping or other tools of analysis, time is wasted because data is re-entered, or, worse, no one has the time to use the data and it is effectively “lost” in the system. 

     Funding for information technology is available through the federal government. Former Attorney General Janet Reno spearheaded a task force on “Crime Mapping and Data-driven Management” (USDOJ, 1999). The federal government supports cross-jurisdictional information sharing using crime mapping and data analysis.

Other Policy Issues

     Dedicating adequate resources for crime analysis functions must become a priority.

Most crime analysis units are understaffed and cannot engage in the in-depth analysis that could result in extremely useful information for their law enforcement agencies. Adequate staffing, adequate training, and provision of the tools needed to do the best job--all of these are important concerns.

     Dedicating more money to crime analysis will result in cost savings to law enforcement and criminal justice. Knowing where best to deploy officers and to direct detectives’ investigations will result in “smarter,” more effective policing.  Investing in crime analysis makes fiscal sense.

     Educating the decision-makers about the benefits of crime analysis is another necessary endeavor. We will have to educate citizens and politicians about the benefits of using crime analysis in law enforcement if we want them to approve spending tax dollars for this tool. If law enforcement agencies still do not understand and value crime analysis sufficiently, how can we expect others outside the world of law enforcement to do so? It is possible to find methods to reach those in power and teach them about what crime analysis can do. It is important to do so if the field expects any type of recognition.

     More training and education for crime analysts is another necessity. Education for anyone outside of law enforcement in the field of crime analysis is practically non-existent. Training opportunities for those already employed in law enforcement are extremely limited.  This must change if crime analysis is to develop into a widely used tool.  

     The benefits of teaching crime analysis techniques to patrol officers and detectives have not been recognized, but surely this type of training would help many officers do better jobs. Community policing measures depend on adequate analysis of crime problems. Problem oriented policing demands analytical processes. Trained crime analysts could teach agency staff how to analyze data for their specific needs. 

     More texts for teaching crime analysis must be written. The crime analysis field does not have enough written about it, and there is a great need for development of texts to use for both theoretical and practical issues.

     Attracting and retaining quality people to the crime analysis field is another concern. 

Some agencies have had “crime analysis” as a function, but the staff put in place has not been able to gear up to the task of doing any real crime analysis. Hiring the right people for the job is a necessity if agencies want real crime analysis to be a part of their law enforcement strategies. 

     State-of-the-art crime analysis requires highly skilled staff; in order to retain this staff, fair wages must be paid. Most analysts develop their skills on the job, and, if not adequately compensated for the level of work they are required to produce, may leave an agency for a better paying position elsewhere. Recognition for the work produced by analysts with fair compensation is a need that must be addressed. 

     Development and implementation of tools that can effectively access the impact of using crime analysis in policing is also important. Assessing the real benefits of using crime analysis in policing is a difficult endeavor. If information produced by crime analysts is useful, often there is no process in an agency wherein that usefulness is communicated to crime analysts. If information used prevents a crime--how can it be measured? Since crime analysis products are tools to be used by others, the users of the tools will determine the effectiveness. If no one acts on the information, it is not the information at fault. In order to advocate for crime analysis, we have to develop convincing methods to assess the positive impacts of crime analysis in law enforcement. 

     An increased emphasis on proactive policing will impact on the development of the crime analysis field. Crime analysis is crucial for proactive policing. As long as police agencies remain in a reactive role, we will not see a demand for development of crime analysis as a valued tool.  The future of crime analysis is dependent on the direction policing takes in the next decade. If law enforcement moves quickly in the direction of proactivity, crime analysis will establish itself as a required tool of policing sooner, rather than later.

Transcending Politics for a Common Good: Collective Public Safety vs. Individualism

     What is public safety? We know that public perception of safety may be just as important in answering this question as the reality of safety. 

     The esteemed psychologist Abraham Maslow writes about the human need for safety: “The healthy and fortunate adult in our culture is largely satisfied in his safety needs. The peaceful, smoothly running, stable, good society ordinarily makes its members feel safe enough from wild animals, extremes of temperature, criminal assault, murder, chaos, tyranny, and so on (1970, 41).”

     Safety is recognized as a primary, basic need in human beings. We rely on our local police to provide us with safety, with protection from the criminal elements that exist in our society. We recognize the role of the state in protecting our safety needs, because we realize each man and woman cannot take the law in his or her own hands, or the result would be chaos.

     Yet, in our culture of individualism, we fear the power of the state to infringe on our rights and cherish our freedoms and protections under the laws of this land. Our inability to sometimes see that the collective needs of our communities are truly in harmony with our basic individual needs may prevent the growth of the field of crime analysis. Fear of giving “knowledge” tools to government hands may be obstacles in the development of a scientific approach identifying community crime and disorder problems within police agencies.

      The public has legitimate concerns regarding privacy issues and issues of equity with regard to crime analysis. Any system involving extensive data analysis affecting people must be subject to oversight and clear procedures. Clear guidelines and support for standards for crime analysis will protect public concerns for privacy and fairness.

     The development of the field of crime analysis and the role of crime analysts in local law enforcement are necessary if we are to increase the safety and well being of our communities.  The cost of not developing such tools, i.e., victimization of innocent citizens – is too high. 

Conclusion

     It is possible to be accepted into the police “family” as a civilian in the role of crime analyst in a local law enforcement agency. Acceptance may take years, but, with an attitude of respect for police work and a willingness to determine and produce information that police officers want, a civilian can enter the police world, be admitted by the “gatekeepers,” and become a valued asset within the police team. Like a rookie cop, an analyst must prove himself or herself.     

     On November 14, 2000, three Senior Inspectors from the Korean National Policy agency came to the Buffalo Police Department to find out how crime is analyzed within the agency. They had come from New York City and were en route to Chicago to make study crime analysis in other agencies. All around the world police agencies are starting to realize the value of crime analysis. It is an exciting time to be working in this emerging field.

     Yet, the field of crime analysis has experienced slow growth. There is no documentation regarding the exact number of crime analysts or crime analysis units in existence. With the growth of technology and the requirements of accreditation, more and more local law enforcement agencies are hiring crime analysts. With few texts on the subject and insufficient training options, new analysts are challenged to create their own positions.

      However, there are few arguments against the concept of using human intelligence to analyze current crime problems, with the goal of finding solutions.  

     Obviously, crime analysis and crime analysts are beginning to make a difference in how police do business. Effective crime analysis is a crucial aspect of problem-oriented policing, community policing, and intelligence led policing. As stated in the position papers, crime analysts can bring the knowledge of academia into the real world. 

     As more technology becomes available in law enforcement, recognition of the need for “knowledge workers” in policing should grow. If more comprehensive training is developed, more skilled analysts will enter the field, the roles of crime analyst and intelligence analyst should merge. As more qualified police analysts practice their profession, more literature will be developed to provide the field with methodologies and standards. It is hoped that government will support the development of the field of crime analysis and that more funding for this work will become available.

     There are many challenges ahead. Educating the community, policy-makers, and decision-makers regarding the benefits of systematic crime analysis located within local law enforcement agencies is a significant challenge. Overcoming the ingrained habits of traditional, reactive policing is another enormous challenge. Yet, no one can dispute the benefits of knowledge-led policing. If community crime problems can be addressed more efficiently and effectively through applied research, it is certain that all community members will benefit.

     The results of systematic crime analysis can help police protect property, reduce human pain and suffering, and save lives. A lack of commitment and investment in the development of crime analysis tools and personnel should be viewed as a crime against society. Crime analysis will make a significant difference in the future world of policing.
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